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This article is a continuation of a number of works devoted to evaluation of
probabilistic-temporal characteristics of firewalls when ranging a filtration rule set.
This work considers a problem of the decrease in the information flow filtering
efficiency. The problem emerged due to the use of a sequential scheme for checking
the compliance of packets with the rules, as well as due to heterogeneity and variability
of network traffic. The order of rules is non-optimal, and this, in the high-dimensional
list, significantly influences the firewall performance and also may cause a considerable
time delay and variation in values of packet service time, which is essentially important
for the stable functioning of multimedia protocols. One of the ways to prevent
decrease in the performance is to range a rule set according to the characteristics of the
incoming information flows. In this work, the problems to be solved are: determination
and analysis of an average filtering time for the traffic of main transmitting networks;
and assessing the effectiveness of ranging the rules. A method for ranging a filtration
rule set is proposed, and a queuing system with a complex request service discipline
is built. A certain order is used to describe how requests are processed in the
system. This order includes the execution of operations with incoming packets and
the logical structure of filtration rule set. These are the elements of information flow
processing in the firewall. Such level of detailing is not complete, but it is sufficient
for creating a model. The QS characteristics are obtained with the help of simulation
modelling methods in the Simulink environment of the matrix computing system
MATLAB. Based on the analysis of the results obtained, we made conclusions about
the possibility of increasing the firewall performance by ranging the filtration rules
for those traffic scripts that are close to real ones.

Key words and phrases: firewall, ranging the filtration rules, network traffic, phase
service, simulation model, queuing system

1. Introduction

In order to ensure information security of automated systems (AS) that
have connections to external untrusted resources, we have to pay attention
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to the possibility of threats such as violation of confidentiality, integrity and
availability of information. A required condition to prevent the threats aimed
on violating AS’s normal operation is using the firewall technologies [1]–[3].

The main firewall technology is network traffic filtration according to
a certain rule set. It is executed at the points of the connection of the AS
under protection to external uncontrolled systems and is implemented by using
special hardware or software complexes, i.e., firewalls. The firewall filtration
rule set is a list of conditions according to which the further transmission
of network traffic packets is allowed or denied. The parameters, attributes
and characteristics of network traffic flows are usually used to set filtering
conditions [4].

The important fact is that the network traffic filtration brings additional
time delays during data transmission. High values of the delays during packet
filtration can cause packet losses, denials for session initiation and failures in
AS’s normal work [5], [6].

In works [7]–[13], a great influence of the rule set size and the order of
filtration rules in the set on the firewall performance is noted. The influence
can be explained by the sequential scheme used to check the packet compliance
with the set rules. The maximum decrease in the performance happens while
checking the compliance of attributes of packets under filtration with the
conditions at the end of the high-dimensional rule set. Defining a rule set that
correctly realizes the security policy, but is ineffective in terms of performance,
can be considered an error in firewall configuring.
We should also consider that real network traffic has heterogeneity caused

by various non-parameterizable factors. This can lead to a decrease in the
effectiveness of the static filtration rule set configured initially. One of the
ways to prevent the decrease in the performance caused by traffic heterogeneity
is to range the rule set according to the incoming traffic characteristics.
Therefore, the task of ranging a rule set in accordance with the charac-

teristics of information flows is not only actual and in demand. This is
especially important for the firewalls that ensure information security for the
AS with a complex network architecture and large volumes of network traffic.
The main goal of this work is to develop a model for evaluating the firewall
performance when ranging the filtration rule set.
This paper has the following structure. A method for ranging the filtration

rule set is proposed in section 2. In section 3, a model for ranging the rules
in the form of a queuing system (QS) with a phase-type service discipline is
developed [14]. The results of simulation modelling and firewall performance
evaluation for the network traffic script that is close to real are presented in
section 4. The Conclusion contains the main aspects of our study.

2. Ranging a filtration rule set for a firewall

By ranging the filtration rule set we mean putting the rules in descending
order by their weights in accordance with the evaluation of the characteristics
of information flows. We consider that traffic filtration is executed at the
network and transmission levels of the standard model for the open system
interaction (OSI). According to the generally accepted classification [1]–[3],
such firewalls relate to the type of packet filters.



232 DCM&ACS. 2021, 29 (3) 230–241

Ranging is executed at discrete moments of time 𝑡−
𝑘 = 𝑡𝑘 − 0 (see the fig-

ure 1).

Figure 1. Ranging the filtration rule set

The packets received during the time Δ𝑘 = 𝑡𝑘 − 𝑡𝑘−1, 𝑘 ⩾ 1 are combined
into a package, and a group of 𝑞 packages generates a redundancy errors in
the rule set under data segment. It is assumed that there are no inconsistency
and consideration [7]–[10]. We also consider that there is a certain minimum
number of rules 𝑀 under which ranging can provide a significant effect. The
logical structure of the filtration rules is a linear list of conditions.
Let us introduce the following designations: 𝑀 is the number of filtration

rules in the set 𝑟𝑘
𝑖 — the rule in 𝑖-th position in the 𝑘-th set of filtration rules

on the interval [𝑡𝑘−1, 𝑡𝑘), r𝑘 = (𝑟𝑘
1 , … , 𝑟𝑘

𝑀) 𝑘-th set of filtration rules on the

interval [𝑡𝑘−1, 𝑡𝑘), 𝑝𝑘
𝑖 — the weight of 𝑟𝑘

𝑖 rule, p𝑘 = (𝑝𝑘
1 , … , 𝑝𝑘

𝑀) — the rule
weight vector on the interval [𝑡𝑘−1, 𝑡𝑘).
In this work, a value of the average number of packets, the attributes

of which match the conditions of the 𝑟𝑘
𝑖 rule on the interval Δ𝑘 is used as

a weight 𝑝𝑘+1
𝑖 .

The nonparametric method of local approximation (MLA) is used to evalu-
ate the average number of requests [15]–[18]. The same method is used for
the analysis of other characteristics investigated in this work.
A method for ranging the rules is proposed in the next section of this paper.

3. The model for ranging the filtration rule set

The complexity and variety of the firewall functioning do not allow to create
a model reflecting all the regularities and features that are characteristic
for various manufacturers, such as Cisco Systems, Juniper Networks, etc.
Therefore, the model describes only the main regularities and factors of the
firewall functioning that are of interest for our tasks.
For all firewall types in the process of network traffic filtration, the following

stages can be distinguished [10]:

— initial packet processing, i.e., operations with a packet when it enters the
receiving path;

— checking the filtration rule set;
— completion of packet processing, i.e., operations with a packet when it is

transmitted to the output path and then to the physical medium.

During the initial processing of the packet received the firewall network
interface controller (NIC) decodes the sequence of electrical or optical signals,
checks the correctness of information delivered and writes the packet into
the NIC input buffer memory. Then the packet is transmitted to a program
buffer located in RAM for operations executed by the central process.
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As a next step, if computing resources are available, the filtration of
the incoming packet is executed in accordance with the filtration rule set.
The compliance of the received packet parameters with the filtration rules is
checked in sequence. Only one packet can be checked at a time. The other
packets received are kept in the buffer. Their service is executed according to
the order of their entrance to the buffer (FCFS, First-Come, First-Served).
If the packet parameters match the filtration rules, the firewall transmits

the packet to the NIC output buffer. If the packet parameters do not match
the permissive rules, the firewall rejects the packet. The packet processing
is considered complete when it is encoded and transmitted to the physical
medium.
Let us present the firewall model as a queuing system (QS) with a 𝐵𝑘(𝑡)

distribution function (DF) for the request service duration, which depends
on the order of the filtration rules on time interval [𝑡𝑘−1, 𝑡𝑘). A request flow
Λ(𝑡), corresponding to the packet flow incoming the firewall, enters the QS.
We consider the incoming packets as the service requests for the QS.

Figure 2. The scheme of the firewall QS with a complex request service discipline

The 𝐵𝑘(𝑡) = 𝐵(r𝑘, 𝜇0, 𝜇, 𝑡) distribution function (DF) is a function of phase
type, its parameters are shown in the figure 3, from which it is clear that the
𝐵𝑘(𝑡) DF corresponds to the Cox distribution [19].
The request service time at zero phase corresponds to the total time of

packet initial processing and the time of transmission along the output path.
The request service time at the 𝑚-th phase 𝑚 > 1 corresponds to the time of
packet filtration the by the 𝑚 rule. It is assumed that the filtration time for
each rule is the same and equal to 𝜏.
The scheme of the request service process in the firewall model is presented

in the figure 3.

Figure 3. The request service process

The 1 − 𝛾𝑘
𝑖 value corresponds to the probability of completing the request

service at the 𝑖-th phase. That is the case when the packet attributes do not
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correspond to the 𝑟𝑘
𝑖 rule. Therefore, the DF of the request service time in

the QS on the interval [𝑡𝑘−1, 𝑡𝑘) is as follows:

𝐵𝑘(𝑡) = 𝛾𝑘
1 𝐸(1, 𝜇0) +

𝑀
∑
𝑖=1

𝛾𝑘
1 𝐸(𝑖, 𝜇), (1)

where 𝐸(1, 𝜇0) is the Erlang distribution of the 𝑖-th order.
The task of analyzing the QS (shown in Fig. 2) characteristics can be

solved with the help of the simulation modelling method, the results of
which are presented in the next section. It should be noted that in case
of a Poisson incoming flow and exponential filtering time, the QS has an
analytical solution [14].

4. Evaluation of the firewall performance when ranging
the rules

Firewall is a network node processing large volume of incoming and outgoing
traffic. Therefore, the average packet filtering time is usually used as the
major performance indicator [3], [7]. In this work, to evaluate the firewall
performance, we use Δ𝑈𝑆, i.e., a value equal to the difference between 𝑈1 —
the average filtering time in the first data segment (without rule ranging)
and 𝑈𝑆 — the average filtering time in the 𝑆-th data segment (after the rules
ranged).
The initial data used for the implementing the simulation model of the

process of network traffic filtration are shown in the table 1.

Table 1

Initial data

[rules] 𝜇−1
0 [ms] 𝜇−1 [ms] Δ𝑘, 𝑘 = 1, ..., 25 [ms] 𝑞 [packages] 𝑠 [segments]

100 2.7 ⋅ 10−3 5 ⋅ 10−5 1000 5 5

The number of packet types is 𝑀. The values of request service intensities —
𝜇0 and 𝜇 — have been taken from the work [10], which is about the analysis
of the firewall performance under the Poisson incoming flow of requests.
To provide the numerical analysis of the QS (see the figure 1), a simulation

model (SM) is built in the Simulink simulation environment of the MATLAB
matrix computing system with the use of SimEvents discrete state library.
The scheme of the model is presented in the figure 4.
The request flow in the SM is determined in the Traffic Generation sub-

system. A request collector is realized by the FIFO Queue block, and the
request service process is executed by the Single Server blocks (the QS ser-
vice device) and the function_f subsystem (the calculation of the request
service time in accordance with the rule set and request type).
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The statistical data accumulation for evaluating the performance indi-
cators is executed with the help of the statistics collection options of the
SimEvents blocks and data recording structures such as PacketServiceTime,
QueueAvgWaitTime, PackeStayTime, QueueAvgLen. The following times are
fixed at this stage: the packet service time, the waiting time for the packet in
the queue, the average time of the packet residence in the system, and the
average length of the packet queue.

To define the incoming flow of requests, data from the WIDE academic
core network in Japan have been used. Traffic records are contained in the
MAWI Group Traffic Archive traffic repository by 01/10/2019. For each
packet type, using the Wireshark tool for network traffic capture and analysis,
the values of the time intervals between packets for the TCP, UDP and ICMP
protocols have been extracted. The data massive obtained has been exported
to MATLAB to set the intervals between the moments of request generation in
the Traffic Generation subsystem using Time-Based Entity Generator blocks.
The request types corresponding to the traffic packet types are determined in
the Traffic Generation subsystem by the SetPacketAtt blocks. An example
of the request flow obtained for packets of 𝑟1

81 and 𝑟1
29 types is presented in

figures 5–6.

Figure 5. The packet flow of 81st type Figure 6. The packet flow of 29th type

The following actions are implemented in M-files of the MATLAB system:
determination of the initial data for simulation modelling (see the table 1)
and the initial rule set, calculation of the performance indicators, execution
of functions for calculating weight, rule set ranging and other algorithms and
SM variables.

The process of ranging the 𝑟1
81 and 𝑟1

29 filtration rules in accordance with the
evaluation of the information flow characteristics is illustrated by figures 7–8.
The figures show that:

— the 𝑟1
81 rule, when ranging, takes the 7th place in the set (average). This

can be explained by the short time interval between the packet income
(4 ms) and the small value of the time dispersion between the income of
the packets;
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— the 𝑟1
29 rule is characterized by moving to the middle of the set. It

happens due to the increase in the time interval between the income of
the packets.

Figure 7. Ranging the 𝑟1
81 rule Figure 8. Ranging the 𝑟1

29 rule

Simulation modelling has demonstrated that the average packet filtration
time for all time intervals [𝑡𝑘−1, 𝑡𝑘) ∈ 𝑇, 𝑘 > 5 on which ranging has been
executed, has a decrease compared to the average time on the intervals
[𝑡𝑘−1, 𝑡𝑘) ∈ 𝑇, 𝑘 = 1, … , 5.
For the first interval [𝑡0, 𝑡1), where there is no set ranging, and for the last

interval [𝑡24, 𝑡25), where the set is ranged, we can present the graph of the
average packet filtration time (see the figure 9).

Figure 9. Average packet filtration time for first and the last intervals
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As can be seen from the figure, the value of the average packet filtration
time on the interval [𝑡0, 𝑡1) is larger than the average time on the interval
[𝑡24, 𝑡25) by about 2.5 [s]. The results of the firewall performance evaluation
for all segments obtained during the simulation modelling are presented in
the table 2.

Table 2

The firewall performance

s 𝑈𝑆 [s] Δ𝑈𝑆 [s] Δ𝑈𝑆 [%]

1 6.233 - -

2 4.937 1.296 20.785

3 4.660 1.573 25.229

4 4.989 1.244 19.960

5 4.406 1.827 29.304

5. Conclusion

The created QS with a complex request service discipline and the simulation
methods allowed us to obtain the firewall performance estimates when ranging
a rule set. These estimates demonstrate that, for the traffic of the main
transmission networks, ranging has increased the firewall performance by
20–29% compared to traffic filtering without ranging. So, the results obtained
indicate the possibility of increasing the firewall performance for traffic scripts
that are close to real ones. These results also confirm the assumptions made
in work [20] about the advisability of ranging.
The authors plan to study the influence of the ranging interval and MLA

parameters on the firewall performance in further works. They also plan to
develop criteria for the need of re-ranging the set depending on changes in
the firewall performance indicators, as well as recommendations for ranging
the filtration rule sets.
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Оценка производительности межсетевого экрана
при ранжировании набора правил фильтрации
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Данная статья является продолжением ряда работ, посвящённых оценке
вероятностно-временных характеристик межсетевых экранов при ранжировании
набора правил фильтрации. В публикации рассматривается проблема сниже-
ния эффективности фильтрации информационных потоков. Проблема возникла
из-за использования последовательной схемы проверки соответствия пакетов
правилам, а также из-за неоднородности и изменчивости сетевого трафика. По-
рядок правил неоптимален, и это в многомерном списке существенно влияет
на производительность межсетевого экрана, а также может вызывать значи-
тельную временную задержку и вариации в значениях времени обслуживания
пакетов, что существенно важно для стабильной работы мультимедийных про-
токолов. Один из способов предотвратить снижение производительности — это
ранжировать набор правил в соответствии с характеристиками входящих инфор-
мационных потоков. В исследовании решаются следующие задачи: определение
и анализ среднего времени фильтрации трафика основных передающих сетей;
оценка эффективности ранжирования правил. Предложен метод ранжирова-
ния набора правил фильтрации и построена система массового обслуживания со
сложной дисциплиной обслуживания запросов. Определённый порядок исполь-
зуется для описания того, как запросы обрабатываются в системе, и включает
в себя выполнение операций с входящими пакетами и логическую структуру
набора правил фильтрации. Таковы элементы обработки информационного по-
тока в межсетевом экране. Подобный уровень детализации не полный, но его
достаточно для создания модели. Характеристики СМО получены с помощью
методов имитационного моделирования в среде Simulink матричной вычисли-
тельной системы MATLAB. На основании анализа полученных результатов были
сделаны выводы о возможности повышения производительности межсетевого
экрана за счёт ранжирования правил фильтрации для тех скриптов трафика,
которые близки к реальным.

Ключевые слова: межсетевой экран, ранжирование правил фильтрации, сете-
вой трафик, фазовое обслуживание, имитационная модель, система массового
обслуживания


